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Neden Rol._ve
Yetkilendirme Onemli?

ONE CRM, sirketinizin satis, operasyon,
finans ve musteri sureclerini tek bir mer-
kezde toplar. Bu da su anlama gelir:

. Ayni veri tabanina farkli departman-
lar,

. Farkli yetkilerle ve farkh sorumluluk-
larla erisir.

Eger bu erigim kurallari net tanimlanmazsa:

. Kritik veriler gereksiz kisilerin erigimi-
ne acilabilir,

. Hatali silme/dlizenleme iglemleri
artar,

. Departmanlar arasi yetki karmasasi
olusur,

. Yonetimin raporlara ve kayitlara

duydugu glven azalrr.

Rol ve yetkilendirme yapisi, ONE CRM'in
omurgasidir. lyi tasarlanmis bir rol yapisi:

. Kullaniclya sadece ihtiyaci olan
ekranlari gosterir,

. Hatalari ve veri sizintilarint minimize
eder,
. Yeni kullanicilarin gok daha hizl

adapte olmasini saglar,

. Denetim ve raporlama sureclerini
guvenli hale getirir.

Guvenlik, Veri Gizliligi ve

Operasyonel Verimlilik

Turkiye'de KVKK ve benzeri regulasyonlar,
musteri verilerinin korunmasini zorunlu
kilar. ONE CRM'de:

. Musteri bilgileri, finansal veriler,
operasyon detaylari gibi hassas bilgiler
tutulur.

. Bu bilgilerin yetkisiz kisilerce gorin-
tilenmesi veya degistirilmesi hem hukuki
hem de ticari risk olusturur.

Yetkilendirme yapisini dogru kurgulayarak:

. Hangi kullanicinin hangi veriyi gore-
bilecegini,

. Hangi kaydi olusturup hangisini
silebilecegini,

. Hangi raporlara ulasabilecegini

net sekilde belirler, hem veri gizliligini hem
de operasyonel verimliligi ayni anda saglar-
siniz.



Temel Kavramlar

2.1 Rol (Role) Nedir?

Rol, ONE CRM'de bir kullanici grubunun sahip oldugu izin setini temsil eder.

Ornek:

. “Satis Temsilcisi” roll, sadece kendi lead ve tekliflerini gorebilir,

. “Satig Mudurd” rold, tim satis ekibinin tekliflerini gorebilir, rapor alabilir,
. “Admin” rolu, sistem ve ayarlar dahil her yere erigebilir.

Kullaniciya tek tek izin vermek yerine, bir veya birkag rol atayarak yonetimi kolaylastirirsiniz.

Boylece:
. Yeni baslayan bir calisana sadece rol atamaniz yeterli olur,
. Departman yapisi degistiginde sadece rol ayarlarini glincellersiniz.

2.2 izin (Permission) Nedir?

izin, bir roliin belirli bir moddil veya islem lizerinde sahip oldugu yetkiyi ifade eder.
Temel izin tipleri genellikle sunlardir:

Goruntileme (View)

Olusturma (Create)

Dluzenleme (Edit)
Silme (Delete)

Buna ek olarak bazi sistemlerde:

. Onaylama / Reddetme
. Disa aktarma (Excel/PDF)
. Rapor goruntuleme

gibi ek izin tipleri de olabilir.

2.3 Modiil Bazli, Alan Bazh ve Kayit Bazh Yetkilendirme

ONE CRM'de yetkilendirme U¢ ana seviyede dusunulebilir:

1. Modul Bazli Yetkilendirme

0 Ornegin:

o} Satiscl “Stok & Depo" modullind hi¢c gérmesin,

0 Muhasebe “Lead Yonetimi“ne girmesin,

0 Operasyon ekibi “Teklif” modulinde sadece gorlntileme yapabilsin.



2. Alan Bazli Yetkilendirme (Varsa)

0 Ornegin:

o] Teklif ekraninda maliyet alani sadece belirli rollere gérinsun,

0 Kar marji bilgisi sadece yonetici rollne acik olsun.

3. Kayit Bazl Yetkilendirme

0 Ornegin:

o] Satis temsilcisi sadece kendi olusturdugu musterileri ve teklifleri gérsun,
o] Satis muduru kendi ekibinin tum kayitlarini gorebilsin,

o] Admin ise tum kayitlari goruntuleyebilsin.

Bu U¢ seviyeyi birlikte kullanarak hem esnek hem de kontrollu bir guvenlik modeli kurabilirsiniz.

Rol YOonetimi

3.1 Yeni Rol Olusturma

Yeni bir rol olustururken su adimlari izlemek onerilir:

1. RolUn adini belirleyin:

o} Orn: “i¢ Satis Temsilcisi", “Dis Satis Temsilcisi”, “Operasyon Uzmani".
2. Rolin amacini netlestirin:

o} Hangi modulleri kullanacak?

o} Hangi veriler Uzerinde islem yapacak?

o] Kime raporlayacak?

3. ONE CRM'de Ayarlar > Kullanicilar & Roller > Roller ekranina gidin.

4. “Yeni Rol Olustur” butonuna tiklayin.

S. Rol adini, aciklamasini ve gerekiyorsa departman/oncelik bilgilerini girin.

6. izinler bélimiinde, bu roliin hangi modiillerde hangi yetkilere sahip olacagini secin.

7. Kaydetmeden once, roliin gercekten “minimum gerekli yetki"yi icerdiginden emin olun.
Egitim ipucu:

Ik etapta cok detayl bir rol listesi yerine, 4-6 temel rol ile baslamak daha ydnetilebilir bir yapidir.



3.2 Mevcut Rolleri Diizenleme

Zaman i¢inde organizasyon yapiniz degisebilir. Bu durumda:

. Yeni departmanlar olusur,
. Sorumluluk alanlari degisir,
. Bazi moduller devreye alinir veya kapatilr.

Bu degisiklikleri yansitmak igin:

1. Rolleri listeleyen ekrana gidin.

2. Duzenlemek istediginiz rolu segin.

3. Ad, aciklama veya izinler Uzerinde gerekli glincellemeleri yapin.

4. Degisikliklerin, o role atanmig tium kullanicilari etkileyecegini unutmayin.

3.3 Rol Kopyalama ve Sablon Kullanma

Benzer yetkilere sahip birden fazla rol tanimlamaniz gerekiyorsa:

. Mevcut bir roll kopyalayarak “sablon” gibi kullanabilirsiniz.

Ornegin:

. “Satis Temsilcisi (TR)" roll Gzerinden

. “Satis Temsilcisi (Yurt Dis1)” roll olusturup, sadece para birimi/rapor yetkilerini farklilastira-
bilirsiniz.

Bu yontem:

. Zaman kazandirir,

. Tutarhhgi artirir,

. Hata riskini azaltir.

3.4 Rolleri Aktif/Pasif Yapma

Hemen silmek istemediginiz ancak kullaniimasini da istemediginiz roller igin:

. “Pasif” duruma getirme secenegdini kullanin.
Boylece:
. Yeni kullanici atamasi yapilamaz,

Eski kayitlar icin ge¢cmis loglar korunur,
. Rol listesindeki gereksiz kalabalik azaltilir.



Izinlerin Detaylandiriimasi

4.1 Goruintiileme, Olusturma, Diizenleme, Silme izinleri

Her moddul icin en temel soru sudur:
“Bu rol, bu modulde ne yapabilsin?”

Ornek:

. Satis Temsilcisi — Musteri Moduilu:
Goruntuleme: Evet (sadece kendi musgterileri)
Olusturma: Evet

Dlzenleme: Evet (sadece kendi kayitlan)
Silme: Hayir

O O O O

Operasyon Uzmani - Teklif Modulu:

Goruntlleme: Evet (sadece onaylanmis teklifler)
Olusturma: Hayir

Duzenleme: Hayir

Silme: Hayir

O O O O

Bu seviyede alinan kararlar, sistemin giinlik kullanimini dogrudan etkiler; bu nedenle 6nceden
yazil olarak kurgulamak faydalidir.

4.2 Modiul Bazh Yetkiler (Lead, Musteri, Teklif, Proje, Stok vb.)

Baslica moduller igin 6rnek yaklasim:

. Lead Yonetimi:

o] Satis ekibi: Tum yetkiler (gor/olustur/dizenle) — silme sinirli.
o] Muhasebe: Genellikle hi¢ erigsim yok.

o} Ust Yonetim: Genis goruntuleme yetkisi, islem yetkisi sinirli.
. Musteri Yonetimi:

o] Satis: Kendi musterilerini tam yetkiyle yonetir.

o} Operasyon: Musteri kartini goruntuler, ilgili projeleri gorar.
o} Finans: Fatura, cari ve 6deme bilgilerini gorur.

. Teklif Modulu:

o} Satis: Teklif olusturur ve yonetir.
o} Operasyon: Teklif detaylarini gortntiler (maliyet/detay kisith olabilir).



O O

O O

Yonetim: Tum teklifleri ve raporlari goéruntuler.
Proje / Operasyon Modiilu:

Operasyon ekibi: Tam islem yetkisi.

Satis: ligili oldugu projeleri goérintuleme.

Yonetim: Tum projeleri goruntlleme ve raporlama.

Stok & Depo Modiilu:

Depo/lojistik: Tam yetki.
Satis: Sadece stok durumu goéruntuleme.
Operasyon: Kisitl girig/cikis yetkisi ihtiyaca gore.

4.3 Rapor, Ayarlar ve Yonetim Paneli izinleri

(0]
(0]

Raporlar:

Satis raporlari, operasyon raporlari, finans raporlari gibi birgok bilgi icerir.
Tum raporlari herkesin gormesi gerekmeyebilir.

Orn: Karlilik raporlari sadece yonetici rollerine acik tutulabilir.

Ayarlar / Yonetim Paneli:

Firma bilgileri, numara serileri, entegrasyon ayarlari, e-posta sablonlari gibi kritik alanlardir.
Bu bolum genellikle sadece Admin veya ust dlzey IT sorumlularina aciimahdir.

4.4 Kisith Gorunurlik (Sadece Kendi Kayitlarini Gorme vb.)

Ozellikle satis ve operasyon ekiplerinde sik kullanilan senaryolar:

Satis temsilcisi yalnizca kendi lead/musteri/tekliflerini gorsun.
Bolge bazli sinirlama (Sadece kendi bdlgesindeki musteriler).

Sadece atandigi projeleri gérebilen operasyon kullanicilari.

Bu kisitlar:

Veri kalabaligini azaltir,
Gizliligi artirir,

Kullanicinin isine odaklanmasini saglar.



Departman Bazli Onerilen Rol Sablonlari

5.1 Satis Temsilcisi Rolu

. Lead, Musteri, Teklif moddllerine tam erisim (kendi kayitlari).
. Proje ve Stok moddullerine sadece gdorintuleme (ilgili kayitlar).
. Raporlarda kendi performansini ve kendi tekliflerini gorebilir.
. Ayarlar ve yonetim paneline erisimi yoktur.

5.2 Satis Muduru / Direktor Rolu

. Satis ekibindeki tum kullanicilarin kayitlarini gorebilir.

. Lead, Musteri, Teklif Gzerinde goruntlleme ve gerekli durumlarda dizenleme yetkisi.
. Satis raporlarina, pipeline analizlerine tam erigim.

. Proje/operasyon durumlarini rapor seviyesinde gorur.

. Sinirh ayar yetkisi (satis pipeline'l gibi).

5.3 Operasyon / Proje Yoneticisi Rolu

. Proje/Operasyon modulinde tam yetki.

. Kendi projeleri ile iligkili mUsteri ve teklif bilgilerini gorlntileme.
. Gorev atama, durum guncelleme ve is plani olusturma yetkisi.

. Operasyon raporlarini goérinttleme.

5.4 Finans / Muhasebe Rolu

. Mdusteri kartlarinda fatura/cari bilgilerini gorebilir.

. Fatura, tahsilat, ddeme, mali rapor modiillerine tam erisim (varsa).

. Satis ve operasyon moddillerine kisith gortintlileme (yalnizca finansal iliski gereken durum-
larda).

5.5 Ust Yonetim Rolii

. TUm modullerde genisg goruntuleme yetkisi.
. Stratejik raporlar (ciro, karhhk, satis performansi, operasyon yogunlugu).
. Gunluk operasyonel islemleri yapmaz; daha ¢ok okuma ve analiz amacgli erigim.

5.6 Sistem Yoneticisi (Admin) Rolu

. Tum moddllere tam erisim.
. Kullanici, rol, izin yonetimi, entegrasyon ayarlari.
. En kritik rol oldugu igin sayisi minimumda tutulmalidir (tercihen 1-2 Kisi).



Kullanici Yonetimi

6.1 Yeni Kullanici Olusturma
1. Ayarlar > Kullanicilar & Roller > Kullanicilar ekranina gidin.
2. “Yeni Kullanic1” butonuna tiklayin.

3. Ad, soyad, e-posta, telefon gibi temel bilgileri girin.

4. Giris yapacadi kullanici adini ve sifresini belirleyin (veya sistemin otomatik tUretmesini
saglayin).

S. Hangi rollere sahip olacagini secin.

6. Gerekiyorsa departman, bolge veya ekip bilgisini ekleyin.

7. Kaydedin ve kullaniclya erisim bilgilerini guvenli bir sekilde iletin.

6.2 Kullaniciya Rol Atama

. Yeni kullanici olustururken en az bir rol secilmesi gerekir.
. Mevcut kullanicilar icin kullanici detay ekranindan rol ekleme/cikarma yapilabilir.
. Bir kullanici birden fazla role sahip olabilir (6rn. Satis + Operasyon).

6.3 Kullaniciyi Aktif/Pasif Yapma

. Sirketten ayrilan veya gecici olarak sistem kullanmayacak Kisiler i¢in kullanici hesabini
silmek yerine pasif yapmak onerilir.

. Boylece:
o] Eski kayitlarla olan iligskiler (teklif, proje, not vb.) korunur,
o Kullanici artik sisteme giris yapamaz.

6.4 Kullanici Degisikliklerinin Loglanmasi
ONE CRM'de (kuruluma gore):
. Hangi kullanicinin, hangi tarihinde, hangi kaydi olusturdugu/dizenledigi/sildigi loglanir.

. Bu log kayitlari, hem guvenlik agisindan hem de hata tespiti i¢cin kritik oneme sahiptir.
Admin olarak:

. Duzenli araliklarla loglari kontrol etmeniz,

. Olagan disi hareketleri tespit etmeniz onerilir.



Kullanici Yonetimi

7.1 Sadece Kendi Musterisini Gormesi Gereken Satisci

. Rol: “Satis Temsilcisi”

. Misteri ve Teklif modiillerinde:

o} Gorluntlleme: Sadece “kayit sahibi = kullanic1” oldugunda.
o} DUzenleme: Sadece kendi kayitlarinda.

o} Silme: Kapali veya sadece belirli asamaya kadar.

Amag:

. Musteri portfoylerinin gcakismasini dnlemek,

. Veri guvenligi ve ekip ici net sorumluluk.

7.2 Tum Teklifleri Gormesi Gereken Satis Muduru

Rol: “Satis Mudura”

. Teklif modulunde:

o} Tum kullanicilarin tekliflerini goértuntileme,

0] Gerekirse duzenleme,

0] Silme yetkisi kontrollt (genellikle sinirli).

Amag:

. Ekibin performansini izlemek,

. Teklif kalitesini ve fiyatlandirmayi kontrol etmek.

7.3 Sadece Atandigi Projeleri Gormesi Gereken Operasyon Uzmani

Rol: “"Operasyon Uzmani”

. Proje/Operasyon modulinde:

o] Sadece "sorumlu kullanici = kullanici” veya “ekibi = kullanici ekibi” olan projeleri gordr.
o} Bu projelerde goérev olusturma/dizenleme yetkisi vardir.

o] Diger projelere erisimi yoktur.

Amag:

. Operasyon ekibinin sadece kendi isleriyle mesgul olmasi,

. Veri kalabaligini azaltma,

. Gizli projelerin gérunurligund kisitlama.




Sik Sorulan Sorular (SSS)

S1: Her kullaniciya ayri ayri izin vermek yerine rol kullanmak zorunda miyim?

C: Rol kullanmak zorunlu degildir ama siddetle tavsiye edilir. Rol yapisi olmadan tek tek izin
yonetmek hem zaman alir hem de hata riskini ciddi sekilde artirir.

S2: Bir kullanici birden fazla role sahip olabilir mi?

C: Evet. Ornegdin hem “Satis Temsilcisi” hem de “Operasyon Uzmani" rolii verilebilir. Kullanicinin
fiili yetkisi, sahip oldugu tim rollerin toplami olacaktir.

S3: Yanlislikla bir role fazla yetki verdim, ne olur?
C: O role sahip tum kullanicilar ilgili fazla yetkiye sahip olur. Kritik durumlarda:

. Once rolii hizlica diizenleyip yetkiyi geri alin,
. Gerekirse loglari kontrol ederek olagan disi islem olup olmadigini inceleyin.

S4: Admin roluini kac kisiye vermeliyim?

C: MUmkun oldugunca az. Genellikle 1-2 kisi idealdir. Admin rold, tim sisteme erisimi olan en
Kritik roldur.

S5: Departmanlar degisti, roller de degismeli mi?

C: Evet. Organizasyonel degisiklikler, rol ve yetki yapisina mutlaka yansitilmalidir. Aksi halde eski
yetkiler, yeni yapi ile celisebilir.

S6: Kullaniciyi silmekle pasif yapmak arasinda ne fark var?

C: Silmek, cogu sistemde onerilmez; kayit iliskileri bozulabilir. Pasif yapmak, kullanici erigimini
kapatir ancak gecmis kayit iliskilerini korur.



